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MEMORANDUM 

To: Chairman Masterson and members of the Senate Ways and Means Committee 

From: Jill A. Wolters, First Assistant Revisor  

Date: January 27, 2015 

Subject:  SB 7, Information technology audits 

 

The bill creates a new section of law, allowing the legislative division of post audit to 
conduct information technology audits of entities listed in K.S.A. 46-1114(c) as directed by the 
legislative post audit (LPA) committee, as follows: 
(1) Assessment of security practices of information technology systems; 
(2) data mining of electronic records in order to examine such records for indications of waste, 
fraud, abuse or noncompliance with laws or contract provisions; 
(3) continuous audits of ongoing information technology projects, including systems  
development and implementation; and 
(4) any other information technology issues as directed by the LPA committee. 
Written reports on the results of the audit shall be furnished to the governor, the entity which is 
being audited, the chief information technology officers of the executive, legislative and judicial 
branches, the LPA committee, the joint committee on information technology and such other 
persons or agencies as may be required by law or by the specifications of the audit or as 
otherwise directed by the LPA committee. 

The audits are subject to the confidentiality provisions of the LPA statutes, K.S.A. 46-

1106(g).   

Further, the bill amends K.S.A. 46-1128 to allow the legislative post auditor to provide a 
written report, outside of a regularly scheduled meeting, to the LPA committee, the joint 
committee on information technology, and the chief information technology officers of the 
executive, legislative and judicial branches, when, in the opinion of the post auditor, it appears 
that an information technology project being audited under the new section is at risk due to a 
failure to meet key milestones, or failure to receive sufficient deliverables after a contract 
payment, significant cost overruns, or when the post auditor finds the project is not being 
efficiently and effectively implemented in accordance with its original stated purpose and goals. 

 

 

46-1114. Additional financial-compliance or performance audits authorized at direction of post audit committee; 
persons subject to audit; access to records, limitations. (a) The legislative post audit committee is hereby authorized 
to direct the post auditor and the division of post audit to make an audit of any type described in K.S.A. 46-1106 or 
46-1108, and amendments to these sections, of any records or matters of any person specified in this section, and 
may direct the object in detail of any such audit.  
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(b) Upon receiving any such direction, the post auditor with the division of post audit, shall make such audit and 
shall have access to all books, accounts, records, files, documents and correspondence, confidential or otherwise, to 
the same extent permitted under subsection (g) of K.S.A. 46-1106, and amendments thereto, except that such access 
shall be subject to the limitations established under subsection (d) of this section.  

(c) Audits authorized by this section are the following:  

(1) Audit of any local subdivision of government or agency or instrumentality thereof which receives any 
distribution of moneys from or through the state.  

(2) Audit of any person who receives any grant or gift from or through the state.  

(3) Audit of the contract relationships and the fiscal records related thereto of any person who contracts with the 
state.  

(4) Audit of any person who is regulated or licensed by any state agency or who operates or functions for the benefit 
of any state institution except that any audit of any person regulated by the state corporation commission shall 
address only compliance with laws or regulations, collection or remittance of taxes or fees, or other matters related 
directly to state government programs or functions. Any such audit authorized under this subsection shall not 
address corporate governance or financial issues except as they may relate directly to state government programs or 
functions. This subsection shall not apply to public utilities as described in subsection (l) of K.S.A. 66-1,187, and 
amendments thereto.  

(d) (1) Access to all books, accounts, records, files, documents and correspondence, confidential or otherwise, as 
authorized under subsection (b) of this section of any nongovernmental person audited under authority of subsection 
(c)(2) of this section shall be limited to those books, accounts, records, files, documents and correspondence, 
confidential or otherwise, of such person to which the state governmental agency which administers the grant or gift 
and provides for the disbursement thereof is authorized under law to have access.  

(2) Access to all books, accounts, records, files, documents and correspondence, confidential or otherwise, as 
authorized under subsection (b) of this section of any nongovernmental person audited under authority of subsection 
(c)(3) of this section shall be limited to those books, accounts, records, files, documents and correspondence, 
confidential or otherwise, of such person to which the state governmental agency which contracts with such person 
is authorized under law to have access.  

(3) Access to all books, accounts, records, files, documents and correspondence, confidential or otherwise, as 
authorized under subsection (b) of this section of any nongovernmental person audited under authority of subsection 
(c)(4) of this section shall be limited to those books, accounts, records, files, documents and correspondence, 
confidential or otherwise, of such person to which the state governmental agency which regulates or licenses such 
person or the state institution on whose behalf such person operates or functions is authorized under law to have 
access.  


